
D
ra

ft 
#9

 o
f F

ile
 K

U
D

S
IT

/2
52

/V
C

O
/2

02
1 

A
pp

ro
ve

d 
by

 R
eg

is
tr

ar
 o

n 
29

-J
un

-2
02

2 
11

:2
3 

A
M

 -
 P

ag
e 

1

No. KUDSIT/252/AR AD/2021                                         Technocity,  Dated: 27.06.2022
 

NOTIFICATION
 

Kerala University of Digital Sciences, Innovation and Technology invite applications from
qualified Indian Citizens for appointment to the following posts (on  contract basis) in  the
University. Candidates shall apply online through the Recruitment Portal. The guidelines for
the submission of applications are available in the recruitment portal.
 
DETAILS OF POST, QUALIFICATION, EXPERIENCE REQUIRED, 
I.
Job Code
Name of Post 
No. of Vacancies             
Remuneration
Age

: PA/06 2022/252
: Project Assistant (VAPT)
: 01 no.
: Rs. 25,000 /-(Consolidated)
: Should not exceed 35 Years as on the last date for submission of
  application

Essential Educational
Qualification

BCA/BSc Computer Science or B.Tech from a recognized
University/Educational Institution
Desirable: MTech/MCA/MSc in Computer Science

Essential Experience
Minimum one year experience in Network/Systems in a reputed institution
for UG candidates. No experience is required for PG candidates.

Desirable Research
 Experience

Certifications - CEH/CPENT/OSCP/CCNA/Comptia Security+
Exposure to installation & configuration of cyber security tools
Exposure to VAPT
Knowledge of Python programming.

Job Description & Other
General Details

Under guidance and support from the supervisors carry out cross
domain tasks assigned including VAPT of web app, mobile app,
systems, network infrastructure, internal and external audits,
customer assurance awareness training, guidance to PG students
etc.
Participate in research and development in the area of security
auditing
Assist in hosting CTFs
Excellent written, verbal, and interpersonal communication skills
Conversant with office productivity tools and software packages
Team Player
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Good understanding of socio economic aspects and Governance
structure will be an added advantage
Should be able to work to deadlines and should be flexible to work
on any assignment

Nature of Appointment
Initially for 1 year on contract basis (likely to be extended based on
performance and requirements).

II.
Job Code
Name of Post 
No. of Vacancies             
Remuneration
Age

: PASA/062022/252
: Project Assistant (Security Auditing)
: 01 no.
: Rs. 25,000 /-(Consolidated)
: Should not exceed 35 Years as on the last date for submission of
  application

Essential Educational
Qualification

BCA/BSc Computer Science or B.Tech from a recognized
University/Educational Institution
Desirable: MTech/MCA/MSc in Computer Science

Essential Experience
Minimum one year experience in Network/Systems in a reputed institution
for UG candidates. No experience is required for PG candidates.

Desirable Research
Experience

Certifications - CEH/CPENT/OSCP/CCNA/Comptia Security+
Exposure to installation & configuration of cyber security tool
Exposure to VAPT
Knowledge of Python programming.

Job Description & Other
General Details

Under guidance and support from the supervisors carry out cross
domain tasks assigned including VAPT of web app, mobile app,
systems, network infrastructure, internal and external audits,
customer assurance awareness training, guidance to PG students
etc.
Participate in research and development in the area of security
auditing
Assist in hosting CTFs
Excellent written, verbal, and interpersonal communication skills
Conversant with office productivity tools and software packages
Team Player
Good understanding of socio economic aspects and Governance
structure will be an added advantage
Should be able to work to deadlines and should be flexible to work
on any assignment

Nature of Appointment
Initially for 1 year on contract basis (likely to be extended based on
performance and requirements).
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III.
Job Code
Name of Post 
No. of Vacancies             
Age

: TNSS/ 062022/252
: Trainee (Network and System Security)
: 02 no.
: Should not exceed 26 Years as on the last date for submission of
  application

Stipend
Consolidated stipend of Rs 10,000 to 15,000 per month based on
qualification and certification.

Essential Educational
Qualification

BCA / BSc (CS/IT) or BTech / MCA / MSc (CS/IT/Security) / MTech from
a recognized University/Educational Institution.
                                                             Or
Any Graduate with Certification Like CEH / CPENT / OSCP / CHFI /
Comptia Security+ / SOC / CCNA / RHCE / MCSA from a recognized
Institution OR awarded in CTF / Bug Bounty competition.

Desirable Skills
Certification in Cyber Security, Exposure to installation & configuration of
cyber security tools, Exposure to VAPT, OWASP Top 10, Knowledge of
Python programming.

Job Description & Other
General Details

Assist to carry out VAPT of web app, mobile app, systems, network
infrastructure, internal and external audits, customer assurance
awareness training, guidance to PG students etc.
Participate in research and development in the area of security
auditing
Assist in hosting CTFs
Excellent written, verbal, and interpersonal communication skills
Conversant with office productivity tools and software packages
Team Player
Good understanding of socio economic aspects and Governance
structure will be an added advantage
Should be able to work to deadlines and should be flexible to work
on any assignment

Nature of Appointment
Initially for 1 year on contract basis (likely to be extended based on
performance and requirements).

 
IV.
Job Code
Name of Post 
No. of Vacancies             
Age

: TPT/062022/252
: Trainee (Penetration Testing)
: 02 no.
: Should not exceed 26 Years as on the last date for submission of
  application

Stipend
Consolidated stipend of Rs 10,000 to 15,000 per month based on
qualification and certification.

BCA / BSc (CS/IT) or BTech / MCA / MSc (CS/IT/Security) / MTech from
a recognized University/Educational Institution.
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Essential Educational
Qualification

                                                             Or
Any Graduate with Certification Like CEH / CPENT / OSCP / CHFI /
Comptia Security+ / SOC / CCNA / RHCE / MCSA from a recognized
Institution OR awarded in CTF / Bug Bounty competition.

Desirable Skills
Certification in Cyber Security, Exposure to installation & configuration
of cyber security tools, Exposure to VAPT, OWASP Top 10, Knowledge
of Python programming.

Job Description & Other
General Details

Assist to carry out VAPT of web app, mobile app, systems,
network infrastructure, internal and external audits, customer
assurance awareness training, guidance to PG students etc.
Participate in research and development in the area of security
auditing
Assist in hosting CTFs
Excellent written, verbal, and interpersonal communication skills
Conversant with office productivity tools and software packages
Team Player
Good understanding of socio economic aspects and Governance
structure will be an added advantage
Should be able to work to deadlines and should be flexible to
work on any assignment

Nature of Appointment
Initially for 1 year on contract basis (likely to be extended based on
performance and requirements).

V.
Job Code
Name of Post 
No. of Vacancies             
Age

: TCF/102021/252
: Trainee (Cyber Forensics)
: 01 no.
: Should not exceed 26 Years as on the last date for submission of
  application

Stipend
Consolidated stipend of Rs 10,000 to 15,000 per month based on
qualification and certification.

Essential Educational
Qualification

BCA / BSc (CS/IT) or BTech / MCA / MSc (CS/IT/Security) / MTech from
a recognized University/Educational Institution.
                                                             Or
Any Graduate with Certification Like CEH / CPENT / OSCP / CHFI /
Comptia Security+ / SOC / CCNA / RHCE / MCSA from a recognized
Institution OR awarded in CTF / Bug Bounty competition.

Desirable Skills
Certification in Cyber Security, Exposure to installation & configuration of
cyber security tools, Exposure to VAPT, OWASP Top 10, Knowledge of
Python programming.

Assist to carry out VAPT of web app, mobile app, systems, network
infrastructure, internal and external audits, customer assurance
awareness training, guidance to PG students etc.
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Job Description & Other
General Details

Participate in research and development in the area of security
auditing
Assist in hosting CTFs
Excellent written, verbal, and interpersonal communication skills
Conversant with office productivity tools and software packages
Team Player
Good understanding of socio economic aspects and Governance
structure will be an added advantage
Should be able to work to deadlines and should be flexible to work
on any assignment.

Nature of Appointment
Initially for 1 year on contract basis (likely to be extended based on
performance and requirements).

Note:

    5 years for candidates belonging to SC/ ST and 3 years for OBC candidates
 
Mode of Selection: 
   The selection will be based on an interview.
 
Venue of Test/Interview
  
    The  Interview will be conducted at Thiruvananthapuram only.
 
General Instructions:

I. Scanned copy of the documents to prove age, qualifications, experience, etc. should
be uploaded along with online application and originals to be produced as and when
called for. Applications without attaching the above documents shall be
summarily rejected. No further chance will be given for submitting the same.

II. Candidates, who are in the service of the Government of India or any of the State
Governments, etc. while applying, should obtain a No Objection Certificate from their
Head of Office or Department and keep it with them. If candidates fail to produce the
No Objection Certificate as and when called for, his/her candidature will stand
canceled.

III. Candidates should ensure that the particulars furnished by him/her are correct in all
respects .Anything not specifically claimed in the application against the
appropriate field will not be considered at a later stage. No deviation
whatsoever from the filled in data will be entertained. In case it is detected at any
stage of the recruitment that a candidate does not fulfill the eligibility norms and /or
that he/she furnished any incorrect/false information or has suppressed any material
fact, his/her candidature will stand cancelled. If suppression of material facts or
furnishing of any incorrect/false information is detected even after appointment, his/her
service is liable to be terminated
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IV. Applications submitted without fulfilling the eligibility and other norms mentioned in this
Notification as well as the instructions published in the Recruitment Portal of the
University will be summarily rejected.

V. In case any discrepancy / ambiguity in the process of selection , the decision of the
University shall be final and binding.

VI. Consequent up on adoption of self- certification provisions ,the University
shall process the applications entirely on the basis of the information /
documents provided with the application . The admission to the interview
/appointment will be provisional and subject to physical verification of the
documents.

VII. Canvassing in any form will entail the cancellation of candidature.

 
How to Apply:

I. Applications shall be submitted online latest on 15.07.2022. The application form is
available at https://www.duk.ac.in/careers.

II. The application fee for the posts shall be Rs. 200 /- (Fee will be exempted for
SC/ST/Differently-abled Candidate). The mode of payment is available in the
recruitment portal.

III. The applications received after the last date fixed or the incomplete applications or the
applications without filling the relevant field will be summarily rejected.

IV. No interim queries after the submission of the application will be entertained. The
candidates will be intimated the schedule of the Test/ Interview through their
registered email only.

V. The candidates are advised to check their registered e-mails regularly after the last
date fixed for the submission of the application.

VI. The University has the right to cancel the advertisement or entire selection process at
any stage without assigning reason thereof and the decision of the University shall be
final.

 
Registrar


